
Privacy Policy 

GENERAL PRINCIPLES 

INTENSIO d.o.o., Prisojna ulica 37, 2000 Maribor, Slovenia (herefuel 

fter: INTENSIO) is serious about protecting the privacy of your personal information and 

implements all technical and organizational measures required by best practices, Slovenian 
laws and the General Data Protection Regulation (EC 2016/679), abbreviated as “GDPR”. 

INTENSIO’s information system is protected in line with the best practices and standards by 

physical solutions and applications developed by industry leaders. The logical and physical 

access to system components is managed in compliance with the applicable standards and the 

users are regularly trained and informed about the importance of information security and 
protection of information. 

The specific purpose and method of processing of your personal information largely depend 

on the type of business relationship based on which we collect your information. We are 

guided by the basic personal information protection principles in our business, which means 
that we process information legally, transparently and fairly, that the processing is limited to 

the purpose for which the information was collected, and that only the information essential 

for this purpose is processed. We only store your personal information for as long as we have 

to in order to fulfil the purpose of information processing, except in cases when legal 
regulations require us to store personal information for a longer period and in cases when the 

storing of information is required by our legitimate interests (e.g. establishment, realisation or 

protection of legal requirements). When processing your personal information, we are guided 

by the principles of accuracy, reliability, confidentiality and integrity. Access to your personal 
information is restricted to authorised persons at INTENSIO  and our business service 

provider partners (data processors). 

Any changes to this privacy policy will be published on the website. 

KEY INFORMATION 

Data Controller and Data Protection Officer 
INTENSIO d.o.o., Prisojna ulica 37, 2000 Maribor, Slovenia is the Data Controller. 
 

The Data Protection Officer is the company DATAINFO.SI, d.o.o., Tržaška cesta 85, 2000 
Maribor, Slovenia, available at dpo@datainfo.si 

Processing purposes and legal grounds for personal information processing 
INTENSIO, as the Data Controller, protects your privacy and only processes the personal 

information that is essential to INTENSIO and that has been collected as a part of 
INTENSIO’s business activities, whether the information was provided by you or a third 

party or obtained from publicly available sources, for the following purposes: 

1. Fulfilment of contractual obligations – when processing is necessary to fulfil the 

contract that you are a party to or to take action at your request prior to concluding the 
contract 



2. Satisfaction of legitimate interests – when necessary, we process personal information 
to satisfy legitimate interests essential to our business. For example, such legitimate 

interests may include the following: 

 Conducting legal proceedings and maintaining records of legal proceedings  

 Discovering perpetrators of criminal offences and fraud prevention 

 Protection of persons and property 
 Fulfilment of your requests so you could help us develop, deliver and improve our 

products and services or fulfilment of our internal needs, such as audit, data analysis 

and market research for purposes of improving our products, services and 
communication with our users 

 Answering your inquiries and comments 

3. Essential compliance with regulatory requirements. For instance, we have to comply 

with the tax regulations, safety regulations and so on. 

4. Processing of personal information for special purposes or several special purposes 

described by consent, solely after receiving your consent to have your personal 
information processed for a particular purpose. Your consent is compliant with the 

relevant provisions of the Regulation and given unconditionally and freely. You 

reserve the right to revoke your consent at any time. 

Should we process your personal information for purposes not described here or outside of the 
purpose to which you have consented, prior to such processing, we will provide you with 

information about the other purpose and all other relevant information about the processing. 

Which personal information do we process and how do we get it?  
We primarily process personal information collected within the scope of a contractual 

relationship, such as name, surname, address, email, phone number and so on. However, we 
also collect information from public sources (i.e. Court Registry) and information legitimately 

shared with us by other contractual partners or third parties when necessary for the 

performance of our business activities even when their collection is not associated with a 

specific contractual or business relationship. 

Are you under obligation to share your personal information with us? 
You are not under obligation to do so. However, keep in mind that in some cases, should you 

refuse to provide the requested information, INTENSIO  will not be able to enter into a 

contractual relationship with you or fulfil its legal or contractual obligations.  

Data storage period 
INTENSIO will only store your personal information for as long as necessary to fulfil its legal 

or contractual obligation or legitimate interest, except in case your personal information is 

processed based on consent, when processing ceases at the moment that you withdraw your 

consent. You can withdraw your consent at any time by sending your request to: 
– the email address Info@intesnio.si or by 

– the official mail address  
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We would like to underline that withdrawing your consent has no effect on the legality of 
information processing based on the consent prior to its withdrawal. 

When your personal information is no longer needed for the fulfilment of above purposes, it 

will be destroyed, except in cases when continued storage is required by law. 

For instance, information on our end users is stored for the duration of the contract, and after 
the termination of the contract, it is stored for as long as necessary to resolve any open claims 

by the contractual parties and so on. 

Who is the recipient of your personal information?  
INTENSIO is under obligation to protect your personal information and will not disclose or 
make it available to third parties without your express consent, except: 

 to service providers we hire as data processors for tasks related to the execution of 

contracts to which you are a party (such as accounting services) 

 Market research agencies as our service providers when personal information are used 

for contacting for the purpose of market research, 
 to the authorities for purposes of activities from their scope (i.e. Tax Administration, 

Ministry of the Interior, the Court) 

 when the information is requested by a court of law, relevant state attorney’s office, or 

other authorities in equivalent legal proceedings and law firms representing us in 
procedures to set up, exercise or defend legal interests. 

 when INTENSIO is obligated under the law to disclose the information. 

Is there an international transfer of your personal data?  
In addition to the expected transfer while executing the contract you have with INTESNIO, 

we can transfer your personal data in third countries – the USA. We can use Microsoft Azure 
services and Google. We use them in an appropriate manner and transfer it only in accordance 

with the applicable regulations. 

What are your rights with respect to the processing of personal information? 
Depending on the legal basis for processing, you may have the following rights: 

 Right to request access to personal information relating to you, which means that you 
have the right to be informed about the scope of collected information, purpose of 

processing, category of personal information that is processed, recipients that the 

information is delivered to, and the period of storage 

 Right to have incorrect personal information rectified and incomplete personal 
information amended, in which case we are under obligation to fulfil your request 

without unnecessary delay 

 Right to object to the processing of personal information in case it is processed based 

on INTENSIO’s legitimate interest or for direct marketing purposes 
 Right to request deletion of information in cases when the purpose of processing has 

been fulfilled, when you have withdrawn your consent as the only basis for 

processing, when your privacy protection interest outweighs INTESNIO’s legitimate 

interest in processing, when you have lodged an objection against the processing of 
information for direct marketing purposes, when it is required for purposes of 

compliance with legal requirements that INTENSIO is subject to, and in cases of any 

illegal processing. The right to have the information deleted is not an absolute right 

and does not apply, for instance, in cases when processing is necessary to exercise the 
right to the freedom of information and expression, compliance with legal 



requirements that INTENSIO is subject to, establishment, realisation or defence of 
legal requests, and so on. 

 Right to restrict the processing of information, for instance, in cases when you have 

disputed the accuracy of the information, for as long as it takes to verify its accuracy 

 Right to transfer the information to another Data Controller if the processing is based 
on consent or execution of a contract to which you are a party, or if the processing is 

performed automatically and it would be technically feasible 

 Right to submit an objection to a national supervisory authority, i.e. the Slovenian 

Personal Data Protection Agency at www.ip-rs.si. 

Requesting access to personal information pertaining to you or requesting the 

rectification of your personal information 
If you want access to your personal information or if you believe that irregularities occurred 

in the processing of personal information, please contact our Data Protection Officer. 

Objecting to the processing of personal information  
If you believe that INTENSIO has no legal grounds to process your personal information, you 

can submit an objection to the Data Protection Officer at any time. 

In this case, we will no longer process your personal information and we will not be able to 

provide our services to you or be in a business relationship with you. 
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